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Notable uses of biometric technology

In Ukraine, there are several registers collecting biometric data, created under the Laws of Ukraine and Regulations of the government. Specifically, they involve the Unified State Demographic Registry, the national system of biometric verification and identification of the citizens of Ukraine, foreigners and stateless persons, the database of fingerprints and investigation information, electronic systems of healthcare that allow data transfers, the register of patients, and a newly proposed DNA registry. In most cases, our research has found that technical details of data protection are not disclosed, giving no opportunity to check the safety of the data. As regards the legal regulations on access to data, the laws limit the number of subjects capable of conducting operations with such data.

In recent years, many local communities have installed video surveillance systems. Their regulation is based on local decisions, which have no legal basis in State laws. For example, video cameras in Zaporizhzhya city were installed as a part of the project “Safe city.” This system was based on a 2019 decision of the local council. However, none of the listed laws empowers the municipal authorities to install such systems, therefore the bylaws provided by local councils have no basis in domestic legislation.

7 https://safecity.zp.gov.ua/site
On the national level, the large-scale initiative Diiais a unified portal of state services available through classical web and app interfaces. While this application is not required to receive public services, it significantly eases the access thereof. It is operated under a governmental decree. People can register and login to Diia via electronic signature, QR-code, and state id.gov.ua identification. The newest version enables registration via biometrical data stored in foreign passports. Accusations of lack of security for such systems were overturned by the Ombudsman.

While our research has found no evidence that facial recognition was used to target activists, journalists, or political dissidents at this time, there are indications of possible use in the near future. For instance, the ex-deputy Minister of Internal Affairs of Ukraine declared that violent activists could be identified through cameras with facial recognition functions following Sternenko support protest. The quality of cameras is still low, which will make it difficult to deploy facial recognition technologies in practice. Moreover, no steps were taken even with respect to the provided example, thus such declaration shall be perceived more as a threat than a real possibility of persecuting activists today.

Responses to the COVID-19 pandemic have also included processing biometric data. In particular, the Ministry for Digital Transformation has developed the application “Diy Vdoma” to track contamination cases and control the movements of people who tested positive for COVID-19. Before its development, the office of the Ombudsman conducted consultations regarding personal data protection requirements. However, there is a risk that the office of the Ombudsman doesn’t have any experts who would be able to verify that personal data is secure within the technically sophisticated systems. Although it does not directly affect the CSO sector, this technology pattern might be used to track individuals and groups.

At this time, most technologies used in Ukraine for counter-terrorism and/or based on biometric data processing seem to not have severe impacts on the rights of activists, journalists or human rights defenders. Nevertheless, the pitfalls in the technical and legal
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functioning of the systems based on biometric data processing could be potentially abused by the local and State authorities, leading to hacking and data leaks. Moreover, wrongfully listing individuals on the terrorist watchlists, coupled with an inadequate legislative framework and absence of solid safeguards, could result in unwarranted prosecution and third-party interference.

**Notable uses of online content moderation and social media surveillance**

Russian platforms VKontakte, Odnoklassniki, and Mail.ru were banned for three years in 2017 by a decision of the State Council of Security and Defence.¹⁷ In May 2020, those sanctions were prolonged.¹⁸ Numerous experts consider such sanctions necessary to prevent Russian disinformation campaigns, especially during armed conflict. However, they also consider limitations to be unlawful and disproportionate.

In Ukraine, blocking and shadow-banning of accounts seems to be a relatively usual phenomenon, given waves of hatred and incitement to violence connected to the armed aggression of the Russian Federation.¹⁹ Additionally, numerous accounts were blocked as a part of a campaign against coordinated inauthentic behaviour, as happened with accounts of the supporters of the political party European Solidarity.²⁰ Investigation by the news resource The Intercept revealed that a number of Ukrainian CSOs are on the Facebook list of Dangerous Organisations and Individuals, yet many of them are not actually conducting dangerous activities.²¹ For example, they involve CSOssuch as Azov Battalion (purely for the uniform symbols), the National Corps, Freicorps, and Group Patriots of Ukraine, among others.²²

Relevant laws and legal precedents

There are few cases pertaining to regulating biometric data collection, and no decisions on biometric surveillance on behalf of the State. Although there were some cases concerning biometric data processing or surveillance, they did not touch upon the issues of State surveillance systems. It is hard to establish the reason behind the absence of the court cases. Cases with suspicions of violating personal data processing rules are communicated to the Ombudsman for a review and opinion.

Data-sharing between private companies and the state

National law enforcement authorities can force platforms to disclose certain types of data based only on a court order or decision. However, our research did not identify any relevant cases at this time. This seems to mitigate the risk of persecution or excessive intrusion of activists’ privacy, indicating compliance with the international standards on personal data protection.

Unique aspects of the local surveillance landscape

There is a unique context pertaining to counter-terrorism and surveillance technologies, given the ongoing armed conflict in Ukraine. Center Myrotvorets, a CSO engaged in the study of evidence of crimes against national security of Ukraine, peace, security of mankind and international law, aims to provide information and advisory assistance to the executive authorities to establish peace in Ukraine. In July 2017, the centre’s management announced a separate facial recognition project called “Identigraf.” No data on its implementation is publicly available at this time. Although the NGO is a private entity, it has deep ties with the defence, intelligence, and military sectors. Indeed, the main users of the collected information are the Security Services of Ukraine, the General Staff of the Armed Forces, the Ministry of Internal Affairs of Ukraine, the State Border Guard Service, the State Penitentiary Service, as well as other government agencies and commercial entities. Accordingly, certain risks for activists exist in case the person is wrongfully put
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on the list of the Myrotvorets.\textsuperscript{28} Broad data disclosure can furthermore lead to illegal use of personal data, creating potentially putting the lives and health of activists, journalists and political dissidents at risk. It contradicts the rule of law and can create a chilling effect on freedom of speech in Ukraine, leading to self-censorship.

Relatively, there are certain peculiarities regarding content moderation and the armed conflict. In particular, numerous publications and accounts were removed based on the misuse of the complaints portal via Russian-led bot campaigns (e.g \textsuperscript{29}, \textsuperscript{30}, \textsuperscript{31}, \textsuperscript{32} and \textsuperscript{33}).\textsuperscript{34} Similar groups have also banned numerous public pages that posted hateful messages in their comments. This had already happened during the annexation of the Crimea in 2014, where Russia implemented a mass blockade of Ukrainian activists on Facebook using ‘troll factories’ and security agencies in order to gain an advantage for its propaganda, silence Crimeans who were reporting online on the invasion, and spread disinformation.\textsuperscript{35} Hence, the environment is overloaded with foreign malicious activities. Given the platforms’ lack of knowledge of local context, improper bans and/or removals have unfortunately occurred.
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